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Abstract: The E-Voting means the voting process in election by using electronic device. We also described how the 

android mobile phones are efficient and can be used for voting. The android platform is used to develop an 

application. Our system support simultaneous voting due to the distributed nature of the database. During election 

electronic device is used for voting process. A voter may only need to register only once for a particular election 

and that does all, voter need to cast his /her vote without actually have to present at the voting cell. The 

registration process must be done at Booth application for once then voter is been given a facility to vote from 

his/her Android mobile phone irrespective of his/her location. We suppose to propose a new e-voting system, which 

ensures voter confidentiality and voting accuracy, thus providing an important framework that based on unique 

identification ADHAAR ID (U-ID) number. An online solution is very useful as the information about the voters 

and the election committee is also made available to the people in this system. 
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I. INTRODUCTION 

Nowadays voting for any social issue is essential for modern democratic societies. So it is becoming very important to 

make the voting process more easy and efficient. Also the rapid development in operating system of the mobile phones 

gives rise to the application development on the large scale. The main reason behind the tremendous development in 

android application development is that the android is an open source operating system. It means that the software 

developers can have customization rights. As well as the software development kit provides tools to build and run android 

applications. Almost 90% of the people around the globe are aware of the technology and use it in their daily life. Mobile 

phone is the only device which is carried and useful during time of political elections. Keeping this point in mind, the idea 

of developing this application has been emerged to provide to improve the security and accuracy of Electronic Voting 

related help. 

In our propose system we design android application for E-voting (electronic voting). So, the abundance of security 

threats in e-voting systems and their increasing popularity make a strong case for the need to propose new designs, 

protocols, techniques and tools for their design, development as well as their security assessment. 

II. RELATED WORK 

Android E-Voting application on smart phone user gives voter facility to vote, an application with an interface for 

consultation to a dynamic web page that contains the buttons to send the votes. Admin can’t see the voting results 

according to vote options. We propose initially that the voters should have to provide their Aadhar number to authenticate 

themselves and establish their user-ids. This constraint is imposed to ensure that only the genuine person is allowed to 

vote in the elections. Our aim is to design and implement an electronic voting application for the Android platform that 

will enable people to vote securely from anywhere. The application as a whole is aimed at being compatible with devices 

from many manufacturers and running different versions of the operating system. 
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In this paper the main focus is on the session One Time Password (OTP) that is provided to the voter during the process of 

casting a vote. The OTP is nothing but a One-Time Password that is required to continue with the process of voting and 

this makes the system secure and free from misuse by an external party. 

In earlier method, voter has to cast their vote by putting the stamp in front of their favorite candidate name [2]. And then 

by folding that ballot paper, it is inserted into the ballot box. This is very time consuming. So during the next election, 

Election Commission of India, has introduced a new method of polling i.e., EVM (Electronic Voting Machine). The 

Electronic Voting Machines (EVM) consists of 2 components:  

1. Control Unit. 2. Ballot Unit.  

Control unit stores and assembles votes. And the Ballot Unit is used by Voter and it is placed at the election booth. These 

both units are connected via a five meter cable [2]. The system is powered by a battery pack inside the control unit. It is a 

six volt alkaline battery, which means they can easily be used in rural areas where there is no electricity. A voter has to 

simply press a button in front of his favorite candidate to cast his/her vote [2].Only six votes in a minute can be accepted 

by the machine, and after each vote, machine locks itself and can be unlocked using a new ballot number. The polling 

booth is always presided by a government officer who is the in charge of the controlling unit of the EVM. To accept 

another ballot the machine is unlocked by the in charge officer. This system is tamper-proof and a person won’t be able to 

cast more than one vote. One machine is able to accept up to 3,840 votes, and cater to 16 candidates each.  

Using Blind signature by D. Chaum, it mainly lies on simplifying the algorithm used in the voting process and it can 

secure voting data during the transmission. When we use blind signature in the election, its untraceability is the major 

issue as voters might not be able to track their votes [5]. 

DRE-Direct Recording Electronic voting system by S. Hashimi, S. Komatineni, and D. MacLean[6], it records votes by 

means of an electronic display provided with mechanical or electro-optical components that can be activated by the voter, 

that processes voter selections by means of a computer program, and that records that processed voting data in memory 

components. It produces a tabulation of the voting data that is stored in a removable memory component. The system may 

further provide a means for transmitting the processed vote data to a central location in individual or accumulated forms 

for consolidating and reporting results from precincts at a central location. DRE systems additionally can produce a paper 

ballot printout that can be verified by the voter before they cast their ballot. 

III. SYSTEM ARCHITECHTURE 

To explain the system proposed by methodology, two types of users were defined. Set of participants who tries to access 

the E-voting application and set of eligible voters which use the application available on smart phones. For the 

implementation of the application on the smart phones, it was assumed that every device is associated to its owner, 

through a validation database. 

 

Fig. 1: Architecture of the E-voting application using android Smartphone 
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IV. CONCLUSION 

This paper focused on the analysis of development of E-voting application on an android platform. The usability of this 

system is very high if it will used in real life election process. It will definitely helpful for the users who wish to vote and 

the voting process will be made very easy by using this application. However, after having tested the system, in future we 

tend to add additional functionality of image validation for the security constraint and uniqueness which will provide very 

strong security for the confidential information about vote. 
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